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Tiangong International Company Limited

Statement on Information Security Management
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Chapter One. General Provisions
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Article 1 We attach great importance to information security and privacy
protection management, and strictly comply with the requirements of laws and
regulations such as the Data Security Law of the People's Republic of China and
the Personal Information Protection Law of the People's Republic of China. We
manage information security risks with a high-standard system to ensure the
stable operation of the information security management system of Tiangong

International Company Limited (hereinafter referred to as "the Company").
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Chapter Two. Scope of Application
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Article 2 This policy applies to Tiangong International Company Limited and
all entities within its consolidated financial statements (hereinafter collectively
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referred to as "the Group"). Meanwhile, the Group actively advocates for suppliers,

distributors, contractors, and other partners to jointly comply with this policy.
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Chapter Three. Policies and Principles
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Article 3 The Group continuously improves its information security
management structure, identifies various types of information security risks, and

keeps improving its information security management system.
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Article 4 The Group is committed to collecting data in a legal, compliant and
legitimate manner. By standardizing data collection processes and methods, using
controlled networks and transmission media, implementing hierarchical storage
and encrypted storage measures, and clarifying data usage rights, the Group
effectively reduces the risk of leakage in all aspects of data management.
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Article 5 The Group strictly controls the scope of information access and
awareness, ensuring that only authorized personnel can access sensitive
information, in line with the strategy of least privilege.
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Article 6 The Group implements corresponding monitoring, early warning
and confidentiality measures according to the data security protection level, and
monitors abnormal situations such as data leakage, damage, loss and tampering in

real time.
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Article 7 The Group has established a sound emergency response mechanism
for information security incidents, covering division of responsibilities, detection
and reporting, emergency protection, tracking and disposal. In the event of a
security incident, the emergency plan will be activated promptly.
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Article 8 All employees of the Group shall abide by laws, regulations and
company rules and regulations when using the network. They shall not steal
personal information when collecting and managing information and data.
Download or transfer important personal information and enterprise data to
personal mobile data transmission devices is prohibited.
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Article 9 The Group strengthens the information security awareness of all
employees by incorporating information security training into the employee

training system, formulating and promoting training plans.
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Article 10 The Group will not provide information and data to third parties
without reason. Sensitive data will generally not be outsourced. If it is necessary to
entrust a third party due to legal or business needs, we will desensitize the data,
evaluate its security capabilities to ensure that the third party has compliant data

protection measures and is subject to supervision.

SEIUE B

3



Chapter Four. Supplementary Provisions
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Article 11 This Statement shall be interpreted and revised by the Company's

Data Center.
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Article 12 The Statement shall come into effect from the date of its release.



